DIGITAL CITIZENSHIP

How Students Should Behave When Using Digital Tools?

Teaching Your Child(ren) Digital Citizenship




PLEASE PRINT ALL
APPROPRIATE SLIDES
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CHILD(REN)




What Is Digital Citizenship?

* Digital citizenship refers to the responsible use of
technology by anyone who uses computers, the Internet, and
digital devices to engage with society on any level. This is
why digital citizenship is such a crucial topic to teach
today's students.

© Digital Citizenship can be defined as engaging in
appropriate and responsible behavior when using technology.
[t encompasses digital literacy, ethics, etiquette, etc.

* According to Digital Citizenship, digital citizenship is
what should be taught to help the next generation be better
stewards of technology.




DIGITAL CITIZENSHIP MEANS THAT I CAN...

BE RESPECTFUL STOP CYBERBULLYING FOLLOW RULES
Respect others privacy. Show or tell an adult | trust if Follow the rules of my
property and well being | see or experience another parent. teacher or digital
| never take or post a person sending messages of place
picture of someone else an intimidating or that | am using the
if | don't threatening nature internet
have permission

BE BALANCED

Balance my time
equally between technology
and spending time with
family and friends.

e

CHECK FACTS

Learn to tell the difference
between gossip. opinion.
and fact

POST RESPONSIBLY

Ask myself." Would | be
proud if my family saw
this?* and "Would
they be proud of me if
they saw this?*

BE SAFE

Know when and how it is
safe to share personal
information online about
my family and myself.

SHOW ETIQUETTE

Take time in what | write. |
won't use all capital letters,
improper words or phrases

AVOID PLAGIARISM

Give credit for someone
else's work orideas If |
am using them




Why Teach Digital Citizenship?

® Teaching digital citizenship equips students with
the knowledge, skills, and resources to succeed as

lifetime learners.

® This also helps them learn to engage within a
digital environment with responsibility and
confidence to develop as leaders who will leave

meaningful impacts in the lives of others.




Why Teach Digital Citizenship?

* Information Literacy - Teaching digital literacy empowers
students with the skills and understanding necessary to not only
use internet and technology to their benetfit, but also to use it in
the most effective ways to quickly find information and utilize the
ever expanding list of sites and means of communication at their

disposal.

* Cyberbullying Prevention - Cyberbullying is an increasing
cause for concern for both parents and students, and teaching
students to engage respecttfully online is important for its
prevention. Establishing guidelines and incorporating lessons for
responsible online communication and etiquette early, and
repeating and reinforcing them often, helps students learn to
communicate respectfully with peers.




Why Teach Digital Citizenship?

® Online Safety - Ofall of the invaluable educational and life lessons
that stem from teaching digital citizenship, online safety is definitely one
of the most essential and influential. Students who are taught to
understand and prioritize online safety feel confident to take charge of
their digital lives and are less likely to fall victim to potential threats that
await online. Teach students to protect themselves and their identities by
visiting appropriate websites, refraining from posting personal
information about themselves and others, trusting their gut, and
notifying a trusted adult when things don’t feel right.

* Digital Responsibility - The power we now have to create and
define our own digital experiences is unmatched, and with that
power comes responsibility. Students must be taught to wield that
power wisely, as doing so is essential to their long-term
educational and personal success.




PERSONAL DEVICE
for EDUCATIONAL

assigned WIFI network

*1 will keep my device

()

I will use my

PURPOSES only.

*I will only use the

when I'm at school.

safe and secure at all
times.

I make sure that I am
SAFE & APPROPRIATE

when I am online.

*I will visit appropriate
websites that promote

learning and are for
educaticnal purposes.

*I will follow Copyright Laws,
and will remember to cite the
sources I use for all my
projects.
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When I'm at school,

I listen to my GUT!
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I listen to my HEAD!
I will protect my
PRIVATE INFO and the
information of others.

*1 will log out, and not share
my legin or password with
others.
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I I listen to my HEART!
I I RESPECT myself and !

others whenIam !

online. I use kind

| words, and remember

footprint” should not

i
|
|
that my “digital |
|
harm others. :
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| I STAND UP and say |
! "No!” to I
| CYBERBULLYING.
I will tell an adult if
someone is being

unkind or harmful.
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How to Teach Student Digital
Citizenship

® Define the elements of digital ® Discuss the following issues
citizenship you wish to with your child(ren):
incorporate into your _ Cyberbullying

child(ren)’s behavior, such as

the digital citizenship tips Effective passwords

listed previously. Email spoofing and virus

® Then, have a discussion that protection

Plagiarism

highlights the themes you

wish your child(ren) to learn. Social media

* Execute digital citizenship _ - Literacy intelligence
principles by integrating
them into rules and
expectations for behavior.




USE DIGITAL :
TOOLS TO
TALK WITH
PEOPLE
NOT ABOUT /]
THEM :
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Commmunicate
Respectfully

) Think
Before
You Post
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SIS IS I

Give Proper

Credit When

Using Other
People’'s Work

Fessessnnnnnnnnn,

FOLLOW THE
SCHOOL'S
ACCEPTABLE
USE GUIDELINES

Sssssnssnsssnnnnnns?




Rules of Digital Citizenship

Rule 1: Treat others with respect. Add-on: Never bully, troll, make
fun of, or harass people online. Report any behavior that appears to be
bullying.

Rule 2: Do not steal. Most kids think about this rule in the context
of “physical” items (e. g., candy, sister’s toy, etc.). It applies to
traditional activities like plagiarism and copyright, exacerbated by the
unfettered access to information available on the internet. Give credit

where credit is due is not a new idea. However, stealing someone’s

identity (or creating a fake one) is.

Rule 3: Shop on secured sites. This is a rule for older children.
Show your kids how to read a website and what logos to look for

when they are shopping.




Rules of Digital Citizenship

* Rule 4: Never give out personal information, including phone
numbers, addresses, and “check-ins” on social media.

From an early age, we teach our kids about “stranger danger.”
It is something they’ve heard and can understand when they
“see” someone. Because they are separated by a computer
screen, though, many kids have a harder time seeing danger

on the other end.

* Rule 5: Social media is not a place to air drama- keep that
for a journal. If you can’t say something nice, don’t say anything at
all. Remember that? Same applies to ranting on social media, too. In our
house, we have a very simple threshold: if you wouldn't’t want Grandma

to read it, then you probably shouldn't’t say / type it.




Rule 6: Use the “Think” rule. Although this image was created to emphasize care in posting
anything online, it applies to real-world engagement, as well. Technology is moving forward

quickly. As fast as it has moved in our lifetimes, we know technology will continue to evolve

THINK

BEFORE YOU POST
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far beyond what it can do at this moment.
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All Good Digital Citizens:

Protect private
information for
themselves and others

Respect
themselves and
others
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Stay safe °W o Cyberbullying when
online oV 4 % they see it
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Respect copyright
and
intellectual property

Balance the time
they spend online
and using media

Carefully manage their
Digital Footprint




Help students think critically and
compassionately about what they
see and do online.
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